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A : Account Information 

Full Name or 
Organization Name 

 

ID Number/ 
Organization 
Registration Number 

 

 

Postal Address  
 
 
 

Physical 
Address 

 

Code  
 

Code  

Telephone/Cell  Fax  

Email  
 

B: Packages  
 
 
 
 
 
 
 

Special Price  

Start - End Date 
Contract period terminated upon request & 
Subject to denial.  

 

 

C. Service Application Authorization and Terms 
Acceptable Use: 
This Acceptable Use Policy specifies the actions prohibited by Imvula iTechnologies to Imvula 
iTechnologies customers. Imvula iTechnologies reserves the right to modify the Policy at any 
time. 

Network Abuse:  
Imvula iTechnologies does not in any way support Spam or any form of network abuse and 
enforces the Imvula iTechnologies Terms and Conditions and Acceptable Use Guidelines on a 
stringent basis when complaints are made. Enforcement of Imvula iTechnologies Terms and 
Conditions as well as its Acceptable Use Guidelines for reasons of Spam or Network Abuse will 
result in suspension or termination of account access privileges.  
Complaints regarding Illegal Use or System or Network Security issues should be sent to 
telecoms@imvulaitech.co.za  

 
Complaints regarding Spam or any other email abuse should be sent to 
telecoms@imvulaitech.co.za 
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Illegal Use:  
The Imvula iTechnologies Network may be used only for lawful purposes. Transmission, 
distribution or storage of any material in violation of any applicable law or regulation is 
prohibited. This includes, without limitation, material protected by copyright, trademark, trade 
secret or other intellectual property right used without proper authorization, and material that is 
obscene, defamatory, constitutes an illegal threat, or violates export control laws. 

System & Network Security: 
Violations of system or network security are prohibited, and may result in criminal and civil 
liability. Imvula iTechnologies will investigate incidents involving such violations and may involve 
and will co-operate with law enforcement if a criminal violation is suspected. Examples of system 
or network security violations include, without limitation, the following: 

Unauthorized access to or use of data, systems or networks, including any attempt to probe, 
scan or test the vulnerability of a system or network or to breach security or authentication 
measures without express authorization of the owner of the system or network. 
Unauthorized monitoring of data or traffic on any network or system without express 
authorization of the owner of the system or network.  
Interference with service to any user, host or network including, without limitation, mail 
bombing, flooding, deliberate attempts to overload a system and broadcast attacks.  
Forging of any TCP-IP packet header or any part of the header information in an email or a 
newsgroup posting.  

I/We hereby acknowledge that it is my/our responsibility to keep my/our user name and 
password a secret and acknowledge that I/we have the ability to upgrade above-mentioned 
contract using this user name and password. 

Non-payment and Suspensions: 
Non-payment of account will result in your service being suspended. If no payment is made 
within the 5th of the next month, a re-connection fee of R 100 will be charged to your account. 

Updating of these Terms and Conditions 
Provider reserves the right to change, modify, add to or remove from portions or the whole of 
these Terms and Conditions from time to time. Changes to these Terms and Conditions will 
become effective upon such changes being emailed to all customers.  

Print Name : 
 

Authorised 
Signature  

 Date  

 

 


